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1. Objective
This policy is designed to prevent money laundering, terrorist financing, identity fraud, and other unlawful financial activities. KVR is committed to complying with all applicable Indian laws, including:
· The Prevention of Money Laundering Act, 2002 (PMLA)
· The RBI Master Directions on KYC
· SEBI and FIU-IND guidelines

2. Scope
This policy applies to:
· All employees of KVR
· Agents, channel partners, referral partners
· Customers and users availing services via KVR platforms

3. Customer Identification (KYC)
Before onboarding any customer, KVR will follow the KYC (Know Your Customer) process:
· Individual Customers:
· Aadhaar, PAN, Passport, Voter ID, or Driving License (as ID Proof)
· Utility Bill / Rent Agreement / Passport (as Address Proof)
· Photograph & contact details
· Corporate/Business Customers:
· Certificate of Incorporation, PAN, GSTIN
· Board Resolution/Authorization Letter
· Address Proof of Registered Office
· KYC of Authorized Signatories

4. Customer Due Diligence (CDD)
· Simplified Due Diligence: For low-risk customers (e.g., salaried employees with Aadhaar/PAN).
· Enhanced Due Diligence: For high-risk customers (e.g., large transactions, politically exposed persons, NRI accounts).
· Ongoing Monitoring: Continuous monitoring of customer transactions for suspicious activity.

5. Transaction Monitoring & Reporting
KVR will monitor customer transactions to identify:
· Unusually large cash deposits/withdrawals
· Structuring/smurfing (multiple small transactions to avoid reporting)
· High-risk international transfers
· Transactions inconsistent with customer profile
If suspicious activity is detected, KVR will file a Suspicious Transaction Report (STR) with the Financial Intelligence Unit – India (FIU-IND).

6. Record Keeping
· All KYC documents and transaction records will be securely stored for minimum 5 years after the end of the business relationship.
· Records will be made available to regulators upon request.

7. Employee Training
All KVR employees involved in customer onboarding, verification, and transaction processing will undergo periodic AML/KYC training to detect and prevent suspicious activities.

8. Compliance Officer
KVR shall appoint a Compliance Officer responsible for:
· Implementing AML/KYC measures
· Ensuring reporting of suspicious activities
· Acting as the contact point with regulators and FIU-IND
Compliance Officer Details:
Name: Aman Singh
Email: Amanhun9@kickstartvtr.com
Phone: +91-9258285215

9. Confidentiality & Data Protection
· All customer data and KYC records will be handled under strict confidentiality.
· Data will be protected in compliance with the IT Act, 2000 and Data Privacy Rules (2011).

10. Review & Updates
This policy will be reviewed annually or earlier if there are updates in RBI/SEBI/FIU guidelines.
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